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LESSON PLANS FOR ADULT EDUCATORS/TEACHERS/TRAINERS

Module Name: Safety

Topic 1 Title: Basic Internet Concepts/ Terms

Lesson Plan 4 – Distinguish Common Types of Malicious Software

Duration: 60 minutes

Aim

- This lesson plan aims to familiarize learners with malware, spyware,
viruses, worms, trojans, etc. and develop the ability to distinguish
malicious software.

Target Group
Adults (seniors)

Facility/ Equipment

● Classroom

● Internet access

● Projector

● Whiteboard

Tools/ Materials
● Handout 1

Main Tasks

1. Task 1: Introduction to the concept (5 mins)

1.1 Introduction to the subject through Powerpoint (Teaching
materials)

2. Task 2: Watch the video twice (6 mins)

2.1 Start this task with a video
https://www.youtube.com/watch/n8mbzU0X2nQ

3. Task 3: Do exercises together (25 mins)

https://www.youtube.com/watch/n8mbzU0X2nQ
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3.1 Do these exercises (see Handout 1) together, projecting Handout
4 on the whiteboard and gradually revealing the slide so as not to
show everything at once.

3.2 Cross out the wrong words so that the sentence is correct.

3.3 Ask students to name 3 types of malware. After showing the
complete sheet, ask them to talk about them in order to double
check that they properly understood the terms.

4. Task 4: Questions & Doubts (20 mins)

4.1 Devote some time to questions and doubts that may arise on this
topic and clarify them.

5. Task 5: Wrap up (4 mins)
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HANDOUT 1: Distinguish Common Types of Malicious Software

Malware is software that damages/ enhances

devices by adding/ stealing personal data.

Often, malware is developed by hackers who

most often use our data to make money/

goods.

Solutions:

Malware is software that damages/ enhance devices by add /stealing personal data. Often, firewall / malware is

developed by hackers who most often use our data to make money/ good.
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Malware

⮚ Viruses

⮚ Worms

⮚ Trojans


